
PMP® Bootcamp Student Worksheet: Introduction to Project Risk Management 

Student Name: _________________________ Date: _______________ 

Welcome, future PMP! Today, we dive into one of the most important domains in project 

management: Risk Management. Don't let the name intimidate you. You manage risk every day. When 

you check the weather before leaving home, you're managing risk. When you save a document before 

closing it, you're managing risk. Our goal is to apply a structured, professional approach to this natural 

instinct. 

References: PMBOK® Guide 7th Edition, Rita Mulcahy's PMP® Exam Prep 11th Edition 

 

Part 1: The Core Concepts of Risk 

1. What is a Project Risk? 

In project management, a risk is not just a "bad thing." It's about uncertainty. 

• Official Definition (from PMBOK® Guide): A risk is an uncertain event or condition that, if it 

occurs, has a positive or negative effect on one or more project objectives (like scope, schedule, 

cost, and quality). 

This is a critical concept. Risks can be good! 

• Negative Risks (Threats): These are the risks we typically think of. They harm the project. 

• Positive Risks (Opportunities): These are uncertain events that could help the project. 

Analogy: Your Morning Commute Project Example 

Threat: A flat tire could make you late for work. 
Threat: A key supplier might go out of 

business, delaying your material delivery. 

Opportunity: An unexpected traffic report reveals 

a new, clear shortcut, getting you to work early. 

Opportunity: A new technology is released 

that could cut your development time in half. 

Rita's PMP® Exam Tip: The PMP exam will test you on this! If a question asks you to "manage risk," it 

means managing both threats and opportunities. Never forget opportunities. 

Your Turn: Think of one potential threat and one potential opportunity for a simple project like 

"Planning a Birthday Party." 

• Threat: ___________________________________________________________ 



• Opportunity: _________________________________________________________ 

 

2. Understanding Risk Factors 

Every risk can be broken down into two main factors: 

1. Probability: The likelihood that the risk will actually happen (e.g., 10% chance, 90% chance). 

2. Impact: The effect or consequence on the project if the risk occurs (e.g., a $10,000 cost overrun, 

a 2-week schedule delay). 

Think of it like this: Risk Exposure = Probability x Impact 

A low-probability, low-impact risk (e.g., a meteor hits the data center) is less worrisome than a high-

probability, high-impact risk (e.g., your lead developer is likely to quit mid-project). 

 

3. Risk Appetite, Tolerance, and Threshold 

These terms describe how much risk an organization or its stakeholders are willing to accept. 

• Risk Appetite: The high-level, strategic amount of risk an organization is willing to take on to 

achieve its objectives. 

o Analogy: A startup company might have a high appetite for risk, investing in unproven 

tech to get ahead. A government agency building a nuclear power plant will have a very 

low appetite. 

• Risk Threshold: The specific, measurable level of risk that is acceptable. Below the threshold, we 

don't need to act. Above it, we must take action. 

o Analogy: The project sponsor says, "I have a low appetite for budget risk." 

The threshold clarifies this: "Any single risk that could cause more than a $10,000 cost 

overrun is unacceptable and must be escalated immediately." 

Your Turn: On a scale of 1 (very low) to 10 (very high), what is your personal risk appetite for your 

financial investments? Why? This helps you understand how different stakeholders can view risk 

differently. 

 

 

4. Risk Definitions Specific to Agile 



Agile projects view risk differently. Instead of trying to identify all risks upfront, Agile focuses on reducing 

uncertainty in short cycles (iterations/sprints). 

• Core Idea: Risk is managed by building the project incrementally. By delivering a small, working 

piece of the product every 2-4 weeks, the team gets fast feedback and can adapt. This drastically 

reduces the risk of building the wrong thing. 

• Risk as "Uncertainty": In Agile, risk management is often framed as "reducing uncertainty." The 

most uncertain or riskiest items in the product backlog are often tackled earlier to see if they are 

feasible. 

• Empirical Process: We learn by doing. We don't pretend to know everything at the start. 

Key Takeaway: 

Predictive (Waterfall): We try to plan away risk upfront. 

Agile: We try to iterate away risk throughout the project. 

 

Part 2: The Risk Management Processes (An Overview) 

The goal of risk management is not to eliminate all risk (that's impossible!), but to increase the 

probability and impact of positive risks (opportunities) and decrease the probability and impact of 

negative risks (threats). 

Here is a simplified overview of the traditional risk management processes: 

1. Plan Risk Management: Decide how you will handle risk on your project. 

2. Identify Risks: Brainstorm and list all potential threats and opportunities. 

3. Perform Qualitative & Quantitative Risk Analysis: Analyze and prioritize the identified risks. 

4. Plan Risk Responses: Decide what to do about the high-priority risks. 

5. Implement Risk Responses: Take action! Put your plans into motion. 

6. Monitor Risks: Continuously track risks and look for new ones. 

Today, we will focus on the first two: Planning and Identifying. 

 

Part 3: Diving Deeper into Key Processes & Artifacts 

1. Plan Risk Management 

This is the first step. You are creating a plan for the plan! 



• Purpose: To create the Risk Management Plan. This document is the rulebook for how your 

project team will perform all other risk activities. 

• Key Question it Answers: "How are we going to approach risk management for this specific 

project?" 

The Risk Management Plan contains: 

• Methodology: The tools and techniques we will use. 

• Roles & Responsibilities: Who is responsible for what? 

• Budgeting: How much money is set aside for risk management activities? 

• Timing: When will we perform risk activities (e.g., in every team meeting)? 

• Risk Categories: A breakdown of potential risk sources, often using a Risk Breakdown Structure 

(RBS). (e.g., Technical, External, Organizational, PM). 

• Definitions of Probability and Impact: A common scale so everyone rates risks the same way. 

• The Stakeholder Risk Appetite/Thresholds we discussed earlier. 

Your Turn (Fill in the blank): The primary purpose of the Plan Risk Management process is to ensure that 

the degree, type, and visibility of risk management are _________________ to both the risks and the 

importance of the project to the organization. (Answer: proportionate/commensurate) 

 

2. Identify Risks 

Now that we have our plan, it's time for the "brainstorming" phase. 

• Purpose: To create a comprehensive list of all potential project risks (threats and opportunities). 

• Who's Involved?: Everyone! The project manager, team members, stakeholders, customers, and 

even outside experts. The more perspectives, the better. 

• This is an iterative process. You will identify new risks throughout the entire project lifecycle. 

3. Methods for Identifying Risks 

How do you find these risks? You can't just stare at a blank page. Here are some common techniques: 

Technique Description 



Brainstorming A group session to generate a list of risks. No idea is a bad idea at this stage. 

Checklists 
Using a list of risks from past, similar projects. It's a great starting point but can 

limit thinking. 

Interviews Talking one-on-one with experienced stakeholders or subject matter experts. 

Root Cause 

Analysis 

Asking "why?" repeatedly to uncover the underlying cause of a potential 

problem, not just its symptoms. (e.g., using a Fishbone/Ishikawa diagram). 

SWOT Analysis 
Analyzing the project's Strengths, Weaknesses, Opportunities, and Threats. (W 

and T often point to risks). 

 

4. A Powerful Agile Technique: The Pre-Mortem 

This is a fantastic and insightful method for identifying risks. 

• What it is: A hypothetical exercise conducted at the beginning of a project. 

• The Process: The facilitator tells the team: "Imagine it's the end of the project, and it has been 

a complete and total failure. It's a disaster. Now, spend the next 10 minutes writing down 

every possible reason why it failed." 

• Why it Works: It overcomes team optimism and encourages people to raise concerns without 

feeling negative. It's a psychologically safe way to identify threats. Each reason for failure 

identified is a risk that can now be managed. 

Your Turn (Scenario): You are leading a project to develop a new mobile banking app. Which risk 

identification technique would be best for getting honest feedback from a group of cynical, experienced 

developers who are hesitant to speak up? Why? 

 

 

5. The Key Artifact: The Risk Register 

As you identify risks, where do you put them? The output of the "Identify Risks" process is the Risk 

Register. 

• Definition: The Risk Register is a living document that contains a list of all identified risks. It 

starts simple and grows over time as you analyze risks and plan responses. 



At this initial stage, the Risk Register contains basic information: 

Risk 

ID 

Risk Description (Clear and 

concise statement) 
Potential Cause(s) 

Potential Effect(s) (On 

project objectives) 

T-001 

The lead software developer 

may resign from the company 

mid-project. 

Low team morale; a 

competitor is offering 

higher salaries. 

Schedule delay of 4-6 

weeks; increased cost to 

hire and train a 

replacement. 

O-001 

The new automated testing 

software may be approved for 

use earlier than planned. 

The company's IT 

security review is 

progressing faster 

than expected. 

A potential 15% reduction 

in the testing phase 

schedule and a decrease in 

bug-related rework. 

Rita's PMP® Exam Tip: Remember, the Risk Register is created during Identify Risks and is updated 

in every other risk process. It is a central, living document for the entire project. 

Final Activity: Take the "Birthday Party" threat you identified in Part 1. Now, fill out a simple risk register 

entry for it below. 

Risk ID Risk Description Potential Cause(s) Potential Effect(s) 

T-001    

 

Congratulations! You've just completed a foundational overview of project risk management. By 

understanding these core concepts, you are well on your way to proactively managing your projects for 

success. 
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